This is using PUTTY 0.77 on Windows 10
Find our Windows Username, it’s either in our command prompt or you can issue:

echo %USERNAME%

B Command Prompt - [m] *

This will be the username we are creating on the WTI device, login to the WTI device with an
administrator user and create the user we just got from Windows.
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Fill out the basic information creating a username from the previous step
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After the basic information is in, select:
3. Authorization Keys:

2. Add User Authorization Keys

Enter any descriptive name for “Key Name”, for the Key we need to get load PuTTYgen on Windows



After loading PuTTYgen for Windows, click on “Generate”, when the key is generated you will want to
click on “Save Public Key” and “Save Private Key”.

Highlight the ENTIRE “Public key for pasting into OpenSSH authorized_keys file” as shown below and
copy it to clipboard
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Public key for pasting into Open55H authorized_keys file:
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Key fingerprint: sshsa 2048 SHAZ56:F+Btk NNnHJ10hby 07w NMOA: Bp Lisfgb Ex 4L E/Dw5WNs
Key comment: rsa+ey-20220608
Key passphrase:

Confirm passphrase:

Actions

Generate a public/private key pair Generate
Load an existing private key file Load

Save the generated key Save public key Save private key
Parameters

Type of key to generate:
[« J2E1 (I DSA (JECDSA () EADSA () 55H-1 (RSA)

Mumber of bits in a generated key: 2048




Paste this entire string into the WTI device under “2. Key” as shown below hitting <esc> after the key is
pasted in
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On the WTI device hit <esc> until we get to the main menu.



Now we setup Putty, in Putty, make sure the correct Hostname (Or IP address) is entered, then under
“Connection/SSH/Auth” make sure that you point the “Private key file for authentication” to the Private
Key we created with PuTTYgen in the previous teps
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- Colours [ Attempt TI5 or CryptoCard auth (S5H-1)
[=- Connection B Attempt "keyboard-interactive” auth (S5H-2)
- Data
. Proxy Authentication parameters
= 55H ("] Allow agent forwarding
o [] Allow attempted changes of usemame in 55H-2
- Host keys Private key file for authentication:
- Cipher A ' . . )
CUsersfallout 2% Documents™ rival |
Fi- Auth PUYP
- K11
- Tunnels
- Bugs
- Mare bugs
About Help Qpen Cancel

Now we can click on “Open”, we enter the username and the password prompt should not show up.



@ 192,168.0.201 - PuTTY - O X

n public key




