
This is using PUTTY 0.77 on Windows 10 

Find our Windows Username, it’s either in our command prompt or you can issue: 

echo %USERNAME% 

 

 

This will be the username we are creating on the WTI device, login to the WTI device with an 

administrator user and create the user we just got from Windows. 

/F 

1. (User Directory) 

2. Add User to Directory 

  



Fill out the basic information creating a username from the previous step 

 

 

After the basic information is in, select: 

3. Authorization Keys: 

2.  Add User Authorization Keys 

Enter any descriptive name for “Key Name”, for the Key we need to get load PuTTYgen on Windows 

  



After loading PuTTYgen for Windows, click on “Generate”, when the key is generated you will want to 

click on “Save Public Key” and “Save Private Key”. 

Highlight the ENTIRE “Public key for pasting into OpenSSH authorized_keys file” as shown below and 

copy it to clipboard 

 

 



Paste this entire string into the WTI device under “2. Key” as shown below hitting <esc> after the key is 

pasted in

 

On the WTI device hit <esc> until we get to the main menu. 

  



Now we setup Putty, in Putty, make sure the correct Hostname (Or IP address) is entered, then under 

“Connection/SSH/Auth” make sure that you point the “Private key file for authentication” to the Private 

Key we created with PuTTYgen in the previous teps 

 

Now we can click on “Open”, we enter the username and the password prompt should not show up. 



 

 


